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The terms related to this Privacy Policy refer to the following licensed software:

- TACS4-MOBILE
- TACS4-AGENT

This software is not intended for personal use or for the storage of personal data.
This software is intended for professional testing use in a variety of information management applications, communication systems and networks.
Use of this software is only allowed under the conditions set here for the intended use. By accepting the terms you become an authorized user.

This software is used to sample connectivity and operation of different applications in wireless network systems. This software does not collect personal data and the information cannot be associated to personal identities. This software uses a crash-reporting framework in order to submit logs to DEKRA in crash cases.
The authorized user must refrain from introducing or processing with this software personal data.

DEKRA will not collect or store information regarding messages or passwords.

DEKRA will take the necessary measures to safeguard the data of any use or access by unauthorized persons, applying all the relevant European legislation.

In the event that the Authorized User has contracted the storage of data resulting from the usage of this software at DEKRA servers, this Authorized User has always the right to obtain information about the extension and nature of these data.

This software performs measurements according to the connectivity of the device and the data entered by the Authorized User, including geo-locations. These locations are stored in the servers of DEKRA, along with other data of the Authorized User, provided that Authorized User has contracted the service of storage and access to such servers.

All measures and data entered are the property of the Authorized User and only corresponds to the Authorized User its processing. However, DEKRA can access, with statistical effects, the geo-location data, which will be public, although there will be no relationship between such geo-locations and the rest of the data stored.

Software permits the data analysis of:

- Download speed
- Upload speed
• Latency
• Dropped calls
• Wireless access technology
• Coverage / signal strength
• User ID (pseudonymous random number)
• Wireless network information (e. g. network operator, Cell ID, signal strength, SSID)
• Device information (e. g. model, operating system)
• Location information (e. g. postcode, longitude / latitude)
• Usage information (e. g. transferred amount of data, call logs)
• App information (e. g. installed apps, usage history)
• Time information (e. g. time stamps of the measurements)
• Other system information (e. g. battery status, memory usage, connected devices)
• Release information (e.g. app build, data formats).

The Authorized User must be aware that this software may operate in the background.

With your acceptance of the license and terms of use of the Software, the Authorized User agrees to use by DEKRA of the obtained statistical geo-location data.

DEKRA will not transfer any data to a person other than the Authorized user, with the exception of the cases established by law and on request of competent authority.

The Authorized User has always the right to access, amend or block any own data stored at DEKRA servers, contacting at the e-mail address trooper.es@dekra.com. The Authorized User can uninstall the software at will, which prevents any connection to the DEKRA servers.

This version of privacy policy can be unilaterally modified by DEKRA.